Described by the Financial Times at its launch as a “secure Facebook for cyber threats”, Threatvine is a next generation cyber security information sharing platform, designed for secure cross- organisational collaboration and collaborative intelligence analysis. 
Used by NCSC to power CiSP, Threatvine is the UK’s national platform for cyber security information sharing. 
Communities powered by Threatvine bring together business, government and academia, moving beyond cyber security information sharing to collaborative cyber security intelligence analysis; strengthening their ability to defend against current and future threats and keeping them one step ahead of the cyber threat. 
Surevine, the company behind Threatvine, build secure, scalable collaboration environments for security conscious organisations; joining people up and enabling collaboration on their most highly sensitive information. 
[bookmark: _GoBack]Their systems are accredited to handle the most sensitive information, whilst still delivering an intuitive and engaging user experience; building smart, secure networks of connected people. 
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